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CHILD  FRIENDLY 

E-SAFETY 

All  Governors and staff will work together 

to make our school a happy , caring and  

safe place. 

This E-safety leaflet is based on Pupil 

Voice and was developed by pupils from 

St Mary & St Thomas Primary School. 

 

If something worries you - 

don’t do nothing …. 

speak to someone who can help 

Useful websites: 

BBC Chatguide 

www.bbc.co.uk/onlinesafety 

CEOP’s thinkuknow 

Www.thinkuknow.co.uk 

KidSMART 

www.kidsmart.org.uk 

Childline 

www.childline.org.uk 

 

If you want to speak to someone you can 
contact national help lines :- 

 

NSPCC Helpline—0808 800 5000 

Childline—0800 1111 



What should I do.. 

 

 

 

 Keep my personal details private  

 Think about what I say and do 

online 

 Report anything 

that worries me 

 Keep all messages for evidence 

 Don’t open unknown links and  

attachments 

 Tell someone I trust if anything 

upsets me or if someone asks to 

meet you offline 

 

What should I not do… 

 

 Do not keep worries to myself 

 Do not get angry or upset 

 Do not delete messages 

 Don’t presume people are who 

they say they are 

What school do.. 

 

 

 They teach us about the     

dangers of giving out our    

personal information 

 They teach us to understand 

the importance of reporting 

abuse and how to do so 

 They teach us the school’s 

rules on the use of mobile de-

vices and digital cameras 

 They teach us about taking  

images and cyber-bullying 

 They talk to us about sites 

that are suitable to use and 

what we should do if we had to 

deal with any unsuitable       

material that is found in       

Internet searches.  

 They monitor the content of 

the websites we visit by using 

iTalc.  

What our parents do.. 

 

 

Parents are the most important    

people to keep us safe they should : 

 Talk to us about the dangers of 

giving too much personal           

information out 

 Ensure that the privacy/parental 

controls are set correctly 

 Only let us use websites which we 

have chosen with them, or have 

been recommended by our           

teachers or are child friendly 

 Restrict our time to avoid over-

use 

 Block unsuitable and monitor 

online gaming 

 Be vigilant incase we are being 

asked to do things that we don’t 

like. 
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